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THE OMADA DIFFERENCE 
Remove cost and uncertainty from 
identity and access management.

Leverage IGA best practice processes 
to realize security, compliance and  
efficiency benefits.

Deliver rapid and reliable results 
to drive maximum value from your 
investment.

Take back control of IT 
with Modern IGA 

Accelerator Package
Deploy in 12 weeks

Use our Accelerator Package to ensure a fast and successful IGA deployment. 
It provides a reliable starting point for IGA projects with a standardized 

implementation approach for deployment, a best-practice framework for process 
design, and training for efficient user adoption.

Come and meet us

OMADA  
IDENTITY
CLOUD
SaaS solution

IDENTITY 
PROCESS+
Best practice
process framework

OMADA  
ACADEMY
E-learning and
training

IDENTITY 
PROJECT+
Deployment and
operations
methodology
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welcome @ IDM 

DEAR DELEGATE

The global Identity and Access Management market 
will reach $21.7 billion by 2025. It is a prevailing, 
niche market that has evolved from spreadsheets to 
focus on access control and identity management, 
to include governance, analytics and automated 
approvals. IAM has transformed into an essential 
feature of an organisation’s cybersecurity strategies. 
Today, as threats advance by leaps with more 
sophisticated hackers, IAM solutions must guarantee 
robust security without hindering user experience 
and business productivity. 

In such a multifaceted landscape, IAM experts must 
perform as the orchestrators of this complex security 
environment. They must ensure that identity is at the 
centre of the digital transformation strategies, create 
a robust connection of identity with IoT technologies 
and devices, develop resilience protocols or stay up 
to date with the latest technology advances. Yet, 
as investments in IAM approaches are constricted, 
experts in the field must also face the mission 
of nurturing excellent IAM professionals under 
pressuring budget conditions.

Despite all constraints and burdens, IAM strategies 
continue to improve and progress amidst a plethora 
of ever-evolving threats. Indeed, IAM is increasing 
its visibility and standing out as a critical gear in the 
cybersecurity engine. The improvements can be 
found in biometric inputs featured in the latest MFA 
systems, in blockchain considered the next identity 
manager or in automated processes to support 
agility.

Today’s conference will address how to elevate 
your digital transformation journey with BYOA, 
the importance of centrality in customer IAM, how 
IGA helps you walk the tightrope of efficiency and 
security, to name but a few of the thought leadership 
and real-life case studies on show. 

We hope to offer you an impactful conference that 
connects enterprises and fosters discussions that 
can help improve your IAM strategies. We also hope 
the day will show you that it is possible to balance 
security with opportunity, to establish people-centric 
approaches and ensure that IAM is seen as a top-line 
contributor and not an impediment to growth.

We ask that you take a moment to visit our 
exhibitors, selected to provide added benefit to you 
in terms of networking and insight. 

We would also like to take this opportunity to thank 
you for attending the conference, our event sponsors 
and our fantastic programme of speakers, all of 
whom have kindly given up their time to be with us 
today. 

For those on Twitter, please use #wmidm as a 
trending tag in your Tweets today; any questions or 
comments for the speakers are most welcome. 

Any feedback you care to offer will have a direct 
influence on all future conferences.

We hope to see you again at our next IDM Europe 
event in the Netherlands 4th October 2023.
I
f you would like to contribute as a speaker, please, 
get in touch with our programmes team at 
speakers@whitehallmedia.co.uk

Michael Hughes
Programmes Director 
Whitehall Media Ltd.

Whitehall Media Ltd, Centurion House, 129 Deansgate, Manchester M3 3WR, UK
t: 0044 (0) 161 667 3000
e: idm@whitehallmedia.co.uk 
w: www.whitehallmedia.co.uk/idmeurope
Follow us on Twitter @whitehallmedia
Whitehall Media will be tweeting about the event using the hash tag #wmidm

NETWORK
DEBATE

INNOVATE



general information @ IDM 

If you need any assistance at the event please visit the Help Desk 
situated at the entrance to the exhibition.

INTERNET ACCESS  
Wireless access in the main conference room and exhibition area is 
free for delegates attending the event. 
NETWORK: Whitehall Media 
PASSWORD: Events123! 
Please note we cannot be held responsible for the security of this 
Wi-Fi network. Use of this and other ‘Open’ Wi-Fi networks in the 
venue means you should make sure you have security controls in 
place to protect your device when using the Wi-Fi. 
If you need further assistance using this code, please visit us at the 
Registration area or Help Desk. 

TWITTER 
@whitehallmedia will be tweeting about the event using the hash 
tag #wmidm  
Please follow us and tweet using this hash tag to join the debate 
and raise questions on the presentations, as these themes may be 
included in the question and answer sessions with the speakers. 

PRESENTATIONS 
Copies of the presentation slides will not be distributed on site. 
Post event an email will be circulated to attendees asking them 
to complete an online questionnaire evaluating their experience 
at the conference. Once this is completed delegates will receive 
a further email giving instructions on how to access selected 
presentations. Please note that it may take up to 2 weeks post 
event to gain clearance from speakers for the circulation of their 
slides and it cannot be guaranteed that each speaker will agree to 
their presentation being circulated in this way.  Post event you will 
also be sent a link to generate your CPD certificate – this may 
take up to one month post event.

BADGES/YOUR DATA 
Your badge contains a QR code which will be scanned on arrival 
at the event to track your attendance. The QR code contains the 
contact information you used to register your attendance and acts 
like a ‘business card’. Therefore please be mindful when disposing 
of your badge and where possible use the outlets provided by 
Whitehall Media on departure (where all badges will be shredded 
and the holders recycled). Your registration will be administered 
as per the events privacy notice (https://whitehallmedia.co.uk/
eventsprivacynotice) which you accepted at the time of booking. 
You were able to make a selection regarding who you wished to 
contact you post event. Unless you opted out the contact details 
of attendees will be circulated to exhibitors at the event – allowing 
them to make contact post event with details of the services they 
provide in this field. All correspondence will include the option 
to unsubscribe. Should you have opted out of this contact but 
consent to having your badge scanned by an exhibitor or upon 
entering a seminar room – this over rides the ‘opt out’ to that 
particular contact. 
PLEASE NOTE: If you do not wish to be contacted by the company 
presenting the seminar you attend please do not allow yourself to 
be scanned upon entry to the seminar room. 

FILMING AND PHOTOGRAPHY 
The event will be photographed and filmed for promotional 
purposes under copyright of Whitehall Media. The footage may be 
used by speakers and sponsors for their marketing purposes, and 
may be displayed on the event website www.whitehallmedia.co.uk 
to promote this and subsequent events. If for any reason you do 
not wish to be captured please approach our event manager via 
the help desk who will speak to the photographer and video team.

TOILETS  
Toilets are clearly signposted on all levels of the venue. 
SPECIAL DIETARY REQUIREMENTS 
Various dietary requirement options will be served as part 
of the lunch selection at the conference. Should any dietary 
requirements fail to be met, Whitehall Media cannot take any 
responsibility for this due to the ‘standing’ nature of the lunch 
served. Delegates are responsible for identifying their special 
dietary needs with a member of venue staff to either query the 
contents of the food or request an alternative – although this 
cannot be guaranteed that this can be provided. 

FIRE REGULATIONS/INSTRUCTIONS 
Delegates are reminded to take note of the venue fire evacuation 
procedure – this will be outlined at the start of the conference 
sessions. If the fire alarm bell sounds, delegates should evacuate 
the building and congregate at the nearest assembly point.

SECURITY 
All delegates must register and receive their badge which must be 
worn throughout the day and is required to access the conference, 
seminars and exhibition. Please limit the amount of excess 
baggage you take into the conference sessions and make use of 
the cloakroom facilities at the venue. Any items left unattended 
in the conference areas may be inspected and removed. 
Delegates are reminded that their personal property is their own 
responsibility and neither the venue nor the Organisers can accept 
responsibility for any loss of items. 

DISABLED ACCESS 
The venue has lift access from street level and is accessible 
throughout via ramp/lift. If you are a wheelchair user or have 
mobility challenges, please ask a member of the venue staff for 
further details regarding access and to arrange your Personal 
Evacuation Procedures (PEP). 

FIRST AID 
Any participants requiring first aid should report to the main venue 
reception or contact a member of Whitehall Media staff.

COVID19 
We ask delegates to be respectful of each others personal space. 
If you wish to wear a mask but don’t have one, they are available 
from the help desk. Please make use of the hand gel available 
throughout the event space. 

ORGANISERS 
The conference has been produced and organised by Whitehall 
Media. 
t: 0044 (0) 161 667 3000 
e: idm@whitehallmedia.co.uk 
w:  www.whitehallmedia.co.uk/idmeurope 
Sponsorship Opportunities  
Steve Richardson, Event Director  
e: steve.richardson@whitehallmedia.co.uk  

Whitehall Media Ltd  
Centurion House, 129 Deansgate, Manchester M3 3WR 
Registered in England and Wales No. 5929896 
VAT Registration No. 892475285 
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Protect
Identities
& Access
from
Cyberthreats

BeyondTrust is the worldwide 
leader in intelligent identity & 
access security, empowering 
organizations to protect identities, 
stop threats, and deliver dynamic 
access to empower & secure a 
work-from-anywhere world.

Our integrated products & platform 
offer the industry’s most advanced 
privileged access management (PAM) 
solution, enabling organizations to 
quickly shrink their attack surface 
across traditional, cloud and 
hybrid environments.

Join our keynote session on the main stage to learn about
“Breaking the Ransomware Attack Chain” then take a
deeper dive in our breakout session to find out how to
defend attacks with PAM.

Visit BeyondTrust.com for more information



keynote speakers @ IDM 
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Entrepreneur, Advisor on 
Digital Identity Matters and 
Founder of the IDnextplatform

With the enormous speed of technological digitalisation 
transformation nowadays, Robert believes that it will influence, 
constitute and shape our society where you are able to control 
your identity on attribute level within a secure and privacy-
regulated basis.

As an expert for 10 plus years, Robert strives to share his 
knowledge and experience regarding several topics about 
digital Identity, security, privacy, mobility, risk management and 
compliance with several organisations in different sectors. He 
also advises and consults various organisations (in the public 
and private sector) related to digital identity.

Robert is Founder of the IDnext platform, a pan-European open 
and independent platform to support and facilitate innovative 
approaches in the world of the digital identity, creating 
awareness about digital identity, providing a knowledge and 
networking platform for experts in IT, Business and Marketers as 
a European centre of expertise.
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IAM Architect, ABN AMRO 
Bank N.V.

Shashi P Singh prior to joining ABNAMRO bank has worked in 
the R&D department of product-based companies like Philips, 
Verisign, RSA Security, Siemens and Harman.

He comes with deep technical know-how in the Identity & 
Access space. He has in-depth skills in key management, 
authentication, authorization, encryption, Identity federation 
and application security.

He also comes in with a rich experience in design as well as the 
implementation of complex IAM solutions enterprise-wide.

In addition, Shashi brings to the table hard negotiation skills 
which are a key to ensuring Security is understood and taken up 
in the desired way for a product.
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Product Owner CIAM, 
NN

Ronald is working as Product Owner of the CIAM platform 
within NN.

His goal is to create a robust, scalable and flexible CIAM 
platform, which enables the organization to utilize identity and 
access management as a strength.

A platform fit for the dynamic market of the financial services 
industry, servicing the Retail, Business Customers and 
Intermediaries channels.

He brings along over 10 years of experience in Information 
Management, Cloud Hosting, Integration, IAM, IT Security and 
DevOps techniques.

Having been a DevOps engineer himself in his career, he 
approaches solutions with not only the customer journey in 
mind but also includes a focus on the developer experience to 
ensure a secure and sustainable fast time-to-market for the long 
run.
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Senior Director, Product 
Management, 
ForgeRock

As a Senior Director of Product Management, Matt is responsible 
for building product strategies in bringing the ForgeRock 
product portfolio to market. Matt works closely with customers 
and partners to understand the current market demands and 
bring them to the product teams to deliver the most modern 
and comprehensive platform in IAM. Prior to joining ForgeRock, 
Matt has over 20 years experience in the Identity Management 
and Security space working with companies such as Oracle, 
Symantec, Unisys and Passlogix.
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IAM DevOps Tech Lead, 
Swisscom

Selin has almost 7 years of identity and access management 
experience and is currently IAM DevOps Tech Lead with 
Swisscom.
 
Most of Selin’s career has been spent working in Identity and 
Access Management with the only exception being when 
working as a Software Engineer/Product Owner/Cyber Security 
Engineer in various security teams.
 
Selin also has an interest in Network Security, Web App Security, 
Monitoring, Automation, and Cloud Management.

K
E

Y
N

O
TE

 S
P

E
A

K
E

R Craig Ramsay
Senior Solution Architect, 
Omada

Craig is a Senior Solution Architect at Omada with over a decade 
of experience in the Identity & Access Management (IAM) field. 
He has since worked within Identity functions at large Financial 
Services organizations and within Professional Services as a 
consultant. In this time, he has gained experience defining and 
delivering on Identity and wider security strategies from within 
and as an external consultant.

He is currently responsible for providing technical support within 
the sales cycle for Omada prospects and customers. Helping 
them understand the importance of Identity and aligning their 
business processes and requirements with the right technical 
solutions.
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Product Owner Onboarding & 
Authentication, 
NN

Bas is working as Product Owner of Onboarding & 
Authentication at NN.

The O&A team will deliver 2 things.
1. Implement a 2-minute digital customer onboarding for 

all our retail customers of NN considering different legal 
requirements per type of product

2. Implement a banking grade transaction signing 
methodology in the NN app

The biggest challenge the team has is to align the 3 core 
components in these journeys. A solid customer experience, 
Being compliant end all at acceptable costs.

With the team, we are well underway in delivering both 
capabilities using cutting-edge technology & whilst being 
secure & compliant.

Bas has been a consultant in the financial industry with 
a focus on digital innovation & digital identity for 15 years. 
Enjoys working on complex programs and delivering value for 
stakeholders.
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EMEA Impact Center Leader 
Digital Identity, 
PwC

Ivo leads the PwC Digital Identity Impact Center for the EMEA 
region. Ivo has over 15 years of experience within the digital 
technology space, with a specific focus on global identity 
market patterns and translating them to business objectives 
for clients. He is a strategic and tactical Subject Matter Expert 
on digital identity topics advising client senior management. 
Ivo works for a variety of sectors, with a main focus on Finance, 
Consumer markets and high-tech firms. He is engagement 
leader of several global Cyber Security & Digital Identity 
transformational programs.
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Principal Solution Consultant, 
SailPoint

Edwin has been working in IT with a focus on Identity, 
Governance and Security products for over 20 years. After 
working as an Identity and Access Management consultant, 
designing, implementing and advising in IAM projects, he 
is now working as a Sales Engineer at SailPoint. In this role 
Edwin supports his sales colleagues in the Benelux with all 
technical related questions, product demo’s, presentations and 
workshops on the Identity and Security portfolio. Expertise: 
Identity and Access Management, Security, Single Sign On, 
Strong authentication, NetIQ/Novell and SailPoint products.
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With a background in cutting-edge SaaS security products, 
spanning both endpoint and network technologies, Chris has 
helped many companies address concerns around secure 
environments and privileged access. Now at BeyondTrust, using 
insight from a broad range of verticals and sizes of organisations, 
Chris delivers successful PAM projects through a consultative 
strategy combined with a flexible portfolio of options.

Chris Butchart
Solutions Engineer, 
BeyondTrust
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Director of Security 
Engineering, 
Delinea

Patrick van der Veen is Director, Security Engineering at Delinea 
based in the Netherlands. With over 12 years in Pre-Sales 
Engineering, Patrick has a strong background in infrastructure, 
virtualization and security, and holds CISSP and OSCP 
certifications. Patrick is also an active member of the cyber 
community, a Certified Ethical Hacker (EC-Council) and has 
worked across EMEA in a variety of IT fields and major enterprise 
projects.
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Chief Executive Officer, 
Intragen

Alex is CEO of Intragen, the Identity and Access Management 
(IAM) experts dedicated to protecting your organisation’s 
assets by securing your digital identity. Intragen is focused on 
delivering Hybrid Cloud ready aaS IAM solutions that reduce risk, 
time to value and cost.

Previously CEO at Tectrade, a data protection and storage 
business with a world-leading Backup aaS proposition, Alex 
prided himself in being the last line of defence for customers. 
Now with Intragen, he is focused on being the 1st line of defence 
against cyber threats.

Alex is passionate about moving the delivery of IAM solutions 
from complex to autonomous.

Experience  
A Better  
Experience.

For the modern enterprise, 
secure transactions are 
just the beginning. The real 
competitive advantage is all 
about creating exceptional 
digital experiences. At Ping 
Identity, we work tirelessly to 
ensure you can deliver secure 
and seamless experiences. 

Your customers. Your workforce. Smooth and secure.

Finding the perfect balance of security and convenience to keep your users secure 

and satisfied starts by innovating your digital experiences. This is easily achieved 

with Identity Orchestration. You can design frictionless user experiences using 

PingOne DaVinci’s no-code interface, seamlessly integrate your legacy tools, and 

rapidly create, test, and deploy user journeys. No coding. No waiting. No problem. 

That’s the power of Ping Identity.

pingidentity.com

Visit us at IDM Europe and speak 
with an identity specialist today
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Senior Solutions Architect, 
Ping Identity

Mehmet has been working in the Identity space for over 
a decade, spending time in various roles at the customer, 
integrator and vendor sides. In his current role at Ping Identity as 
a Sr. Solutions Architect he supports customers and prospects 
across EMEA to find the right solution for their next identity-
related project.

After starting his IT career in 2007 with web and application 
development, Mehmet moved to the Identity and Access 
Management space in 2009, continuing to navigate in the 
same since then. Mehmet has worked in various roles, from 
consultant to support engineer and architect, on all fronts, 
system integrator, customer and vendor. In 2018 he (re-)joined 
Ping Identity in his current role as a Senior Solutions Architect 
for EMEA.
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Director Northern Europe, 
Cyolo

Mark is the Director for Northern Europe at Cyolo, the identity-
based connectivity experts. Cyolo helps customers secure access 
and connectivity to critical systems by extending MFA and SSO to 
those applications and tools which do not natively support it, both 
in IT and OT, all while storing nothing in the Cloud to reduce data 
protection headaches and minimise the attack surface.
 
Mark has nearly three decades experience under his belt helping 
customers solve problems in the network and cyber security 
arena across EMEA and the US.
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Productowner IAM, 
Jumbo Supermarkten

Sicko van der Brug has been responsible for Identity and Access 
Management of employees at Jumbo for 3 years as Product 
Owner IAM. In the 6 years before that, as Internal & IT Auditor, he 
was closely involved in security, risk and in control issues within 
this retailer. After studying Business Economics, he worked as 
an accountant and IT auditor, before making the switch to the 
Retail sector 10 years ago as an Internal Auditor. Sicko studied 
Business Economics at the University of Groningen, after 
which he completed the post-doc courses Accountancy and IT 
Auditing.
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CTO, 
The Identity Managers

Jos is CTO and co-founder of The Identity Managers. He has been 
active in the IGA world for over a decade and he has played a 
leading role in a large number of organizations to solve challenges 
in the IGA field. By having worked as a consultant for years and 
being responsible for IAM internally at organizations, Jos has the 
broad experience to ensure that the solutions devised by The 
Identity Managers also lead to good results in the organizations 
they support. In addition to implementing and managing IAM 
solutions, The Identity Managers has developed the iD Veritas 
platform.
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Senior Manager – Digital Risk 
Management & Assurance, 
KPMG

Jacob is a lead technology advisor for KPMG in the field of Identity 
and Access management. With close to 10 years of experience, 
his main responsibilities include delivering complex identity 
governance and (privileged) access management projects and 
transformations, development of IAM strategies and roadmaps, 
authorization model (re)-designs and management of IAM 
security operations teams.
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Luxembourg Institute of 
Science and Technology

Stephen has led an impressive IT and cybersecurity engineering 
career in his 10 years of working experience across the 
humanitarian sector, professional services, and satellite and 
research technology industries.
 
He has significantly contributed to and accomplished extensive 
multi-technology and security projects during his tenure in 
different sectors.
 
He is a cybersecurity engineer leading the identity and cloud 
security at Luxembourg Institute of Science and Technology (LIST), 
in Luxembourg, EU.
 
Steve has a passion for creating awareness on cybersecurity topics 
and has been a two-time return speaker at the NetHope Chapter 
forum providing critical insights on IT and cloud security
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Senior IAM Manager, 
Firmenich

Patricia Lara is an experienced IT Professional, responsible for the 
IAM area at Firmenich. She is known for helping, managing, and 
supporting colleagues as they develop strategic investment plans.

Patricia’s career has taken her around the world with large 
international companies like Shell, Coca-Cola, TechData and Paul 
Hartmann, having worked in different areas of IT Infrastructure 
Operations.

Driven by her passion for going furthest, she takes pride in re-
imagine ways to make people’s lives easier with the customer 
focus always in mind, in the path of digital transformation where 
the customer is at the central stage.
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IAM Strategist, 
One Identity

Rob Byrne, a field strategist at One Identity, has worked in IT for 
more than 20 years in various roles – including development, 
consulting and technical sales – the majority of his career has 
focused on identity management. Prior to joining Quest, Rob 
worked for Oracle and Sun Microsystems.

seminar speakers @ IDM 
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Director of Industry Solutions, 
Okta

Ian Lowe is Okta’s Director of Solutions Marketing for EMEA. 
In his 19 year career, Ian has become a recognised product 
marketing and sales enablement leader having created and 
launched successful cloud-based security solutions that are used 
by top technology firms, financial services organisations and 
Governments around the world today; Including but not limited to 
the White House, Microsoft and HSBC.
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Solutions Engineer, 
Saviynt

With nearly 10 years of experience in Identity and Access 
Management, Suleyman focuses on supporting Saviynt’s Benelux 
customers.
 
Based in Netherlands, Suleyman guides the design, 
implementation and management of IAM projects for some 
of the region’s leading public and private sector organisations. 
Suleyman brings his experience of working for both vendors and 
system integrators to help Saviynt customers design, develop 
and deploy IAM solutions that exceed business requirements and 
expectations



programme @ IDM

08:00 (CEST) Registration and Exhibition Opens

Refreshments will be available in the Exhibition Area

09:00 (CEST) Conference Chair’s Opening Address

Robert Garskamp

Robert Garskamp, Founder, IDnext Association

09:10 (CEST)
Bring Your Own Authenticator (BYOA) - Elevate the journey of secured and sustainable 
digital transformation

Shashi Prakash 
Singh

Shashi Prakash Singh, IAM Architect, ABN AMRO Bank N.V.
After the great success of Bring your own device (BYOD) and bring your own identity (BYOI), the next generation MFA brings the 
journey of Bring Your Own Authenticator or BYOA. The Employer can trust authenticators owned by users.

The BYOA makes the journey of MFA or Password-less fast, simple and secure experience for your end users across the 
enterprise. It also reduces the logistics complication of MFA deployments across the globe. When properly configured, it serves 
as an automatic identity authenticator for secure enablement.

In the presentation, I will cover how the digital transformation towards next gen MFA helps in security that delights employees, 
elevates the digital transformation journey and eliminates the usage of passwords.

09:25 (CEST) Evolving Contextual Insights to Enable Exceptional And Secure User Experiences

Matthew Berzinski

Matthew Berzinski Senior Director, Product Management, ForgeRock
The massive advance in digital transformation over the past two years has led to a rapid increase in digital fraud. To combat this, 
some organisations have put into place many harsh security measures that greatly reduce user experience, which costs them 
customers and revenue which can be more detrimental to the business than the initial losses due to fraud. AI driven behavioural 
analytics can enable organisations to find the “sweet spot” which delivers exceptional user experiences combined with the 
utmost security to retain customers and greatly reduce fraud. See how the evolution of Contextual Identity Data processing has 
fundamentally changed this paradigm.

09:40 (CEST) The importance of centrality in customer IAM

Selin Kamas

Selin Kamas, IAM DevOps Tech Lead, Swisscom
The transformation of the IAM landscape into a Multi Service Provider is taking shape.

The federated solution has been fully realised and has delivered its promised benefits. However, business requirements are 
driving the need for a convenient and fast way to provision rights to users that, despite the growing portfolio of IAM products and 
processes, do not yet seem to have been catered to. Therefore, we need to build a solution to provide the self-service capability to 
the user at a pace which works for both the business and the customer.

09:55 (CEST) How IGA Helps You Walk the Tightrope of Efficiency and Security

Craig Ramsay

Craig Ramsay, Senior Solution Architect, Omada
Compliance with information security policies and standards should not come at the expense of productivity. Equally, business 
operations should not be a free-for-all in the name of efficiency, endangering the confidentiality, integrity and availability of your 
critical business assets. Bringing equilibrium to these often-counteracting priorities is complex and challenging, but a strong 
Identity-centric security strategy with Identity Governance & Administration (IGA) at its core can do just that.

Key takeaways:
• How to build and communicate a business case that demonstrates IGA is a crucial tool in mitigating key risks across your 

organization
• Why IGA should be simple, scalable and agile to enable you to best manage identity related risk, pursue Zero Trust and 

Software Defined Security strategies, and more
• Case studies looking at how organizations balanced their security and efficiency requirements using IGA
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10:10 (CEST) Building a robust CIAM foundation, fit for the dynamic financial market

Ronald van der Rest

Bas Kerpel

Ronald van der Rest, Product Owner CIAM, NN
Bas Kerpel, Product Owner Onboarding & Authentication, NN
As organizations are recovering from the pandemic, many of them embark on a digital transformation at high-speed. 
Investments to drive online business, powered by customer insights and an attractive user experience, yet secure and compliant 
with rules and regulations, have never been bigger.

NN, an international financial services firm with over 15,000 employees, is changing from a traditional insurance firm into a 
modern and online financial services firm that focuses on frequent and valuable customer interactions.

NN is providing these online services across multiple channels in a secure and compliant manner while offering its customers an 
outstanding user experience.

For this NN has implemented a robust innovative IAM platform that entails key functions like identification, verification, 
authentication and authorization, fit for the dynamics of the financial industry.

Join Ronald van der Rest & Bas Kerpel, who lead NN’s IAM Platform Teams, as they explain how powerful Customer Identity & 
Access Management can be when you are transforming your organization to become successful in doing business online.

Ronald and Bas will share relevant insights into NN’s IAM Platform and will touch especially on its identity orchestration 
capabilities.

• How to onboard new customers within 2 minutes while applying a zero-trust approach
• How to add or change authentication flows in real-time without the need to code or re-code
• The power of CIAM as the foundation for modern online business models
• How to maintain a clean architecture while connecting IAM products to build valuable and sustainable solutions
• IAM compliance considerations in the financial industry

10.25 (CEST)
Why do IGA implementations get stuck on the basics and how to walk around that 
pothole?

Edwin Grimminck

Edwin Grimminck, Principal Solution Consultant, SailPoint
Identity Management and IGA have been around for a long time and over these years there have been many discussions and 
sessions on best practices, Joiner-Mover-Leaver processes etc. etc. Yet we still see many, if not most implementations only 
touching the bare minimums, very often they are limited to connecting HR to AD, Azure and maybe a handful of business 
applications for Joiners and Leavers. Even Movers seems to be an advanced use case for many. So why is that and how can we 
improve this? In this session we will discuss the necessity of adding advanced technology to enable you to setup the basics of 
IGA and then some.

This session will give you insight into the following:
• Why establishing and maintaining least privileged access is critical for most applications and not just some
• Adding context to permissions and roles
• Handling the dynamic nature of applications, entitlements, and organizations
• See how you can safely extend a typical basic IGA installation

10:40 (CEST) Questions to the Panel of Speakers

11:00 (CEST) Refreshment Break Served in the Exhibition Area

11:25 (CEST) The Conference Chair Introduces Session Two

Robert Garskamp

Robert Garskamp, Founder, IDnext Association

11.30 (CEST) Breaking the Ransomware Attack Chain

Chris Butchart

Chris Butchart, Solutions Engineer, BeyondTrust
Join BeyondTrust and learn the how you can break the attack chain and establish a solid foundation for Ransomware project 
success. Chris Butchart, Solutions Engineer, will cover: – Common attack chain entry points – Practical steps you can take to 
block entry – How PAM ensures project success.

www.whitehallmedia.co.uk / idmeurope14

11.45 (CEST) Strategies to Make Zero Trust become Zero Friction

Patrick van der 
Veen

Patrick van der Veen, Director of Security Engineering, Delinea
Regulatory bodies, government agencies and CIOs continue to mandate Zero Trust as a key cyber security framework. But what 
are the main considerations and how do you achieve this vision without sacrificing productivity? With many definitions and 
different interpretations of Zero Trust as well as ways to communicate its importance, it is key to understand the critical steps.

This session gets back to basics, covers the fundamentals and helps uncover the reality check on what Zero Trust really means 
along with the path to success.

Key takeaways, including examples from customer implementations of:
• How the principles of least privilege can be applied at speed and scale to help enable Zero Trust
• Just-in-time and on-demand privilege elevation strategies
• How organisations can balance security and productivity while securing critical infrastructure
• Critical steps that IT decision-makers must take to address current cybersecurity challenges

12:00 (CEST) Making Digital Identity Enable Your Organization’s Cloud/Digital Transformation

Ivo van Bennekom

Ivo van Bennekom, EMEA Impact Center Leader Digital Identity, PwC
If the last two years have proven anything, it is that businesses going digital and becoming cloud-based will only increase 
in velocity. Digital isn’t supporting the business anymore, digital IS the business. PwC’s CEO survey states that over 50% of 
companies are investing in digital transformation with double digit numbers, yet see cybersecurity as their biggest concern. Zero 
Trust is today’s main principle and IAM is seen as the foundation.

As the digital business increases in size, security and Digital Identity gets more complex.
IAM teams need to support these transformations, apply Zero Trust and make sure the transformations will not slow down. Even 
though our peers do not always understand the relevance of IAM in their transformations. This leads to the questions about our 
responsibility as the IAM team, what should we expect from our executives and how to get to the outcomes we are looking for?

Ivo will bring a story to life about how we need to rethink IAM in order to create sustainable outcomes, levering modern concepts. 
He will do so by sharing his experiences working with global enterprises on IAM, next to the views of over 5.000 CEO’s and more 
then 3.600 CISO’s from the CEO Survey and the Digital Trust Insights Study that PwC conducts annually.

12:15 (CEST) Questions to the Panel of Speakers

12:30 (CEST) Delegates move to seminar rooms

12:30 (CEST)
Seminar Sessions
Delegates can choose to attend one of the following seminar sessions:

programme @ IDM
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Matthew Berzinski

Matthew Berzinski Senior Director, Product Management, ForgeRock 

Online payment fraud accounted for $20 billion in losses worldwide in 2021. As consumers continue to 
shift from brick-and-mortar to online channels the threat landscape continues to grow, emboldened by 
ever more sophisticated attacks perpetrated by crime syndicates, persistent threat groups, and rogue 
state actors. Organisational spending on fraud prevention continues to rise, yet fails to deter malicious 
actors. Despite this, legacy identity and access management (IAM) provides an open door for continued 
fraud attacks. But there is another way. Purpose-built IAM leverages the latest in artificial intelligence (AI), 
machine learning (ML), and advanced pattern matching to help you:

• Flag anomalous behaviours and risky access requests, providing real-time threat assessment
• Enable adaptive security friction at the right time and across the right channel
• Prevent account takeover (ATO) attacks by driving smarter access decisions

Join this session to learn more about how contextual identity can help you mitigate risks, today.

Combat Digital Fraud with Contextual Identity Intelligence

Session 3 @ 12:30 - Main Conference Room
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Ian Lowe

Ian Lowe, Director of Industry Solutions, Okta

Are you running from your problems? Or towards them? The work-from-anywhere and on any device 
environment has emerged, making it harder than ever to keep the bad guys out. We can no longer rely on 
a physical perimeter, but we can modernise our identity controls to better safeguard our users, devices, 
applications and data. 

In this session we explore how an identity-first approach can drastically improve your security posture, while 
also improving the end user experience.

Run Towards Your Problems, and not Away From Them; Start with Identity

Session 3 @ 12:30 - Domtoren 3
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Suleyman Mun

Suleyman Mun, Solutions Engineer, Saviynt 

The global workforce is experiencing tremendous churn caused by the Great Resignation and other effects 
of the pandemic.

Security teams are overwhelmed by the sheer volume of joiners, movers, and leavers and the increased 
focus on third-parties to enable the business.

Managing identities and access policies across your entire workforce requires integrated tools to automate 
manual processes and provide risk-based visibility into potential weaknesses.

Join this session to find out how cloud-based solutions for identity governance and administration 
combined with third-party access governance are critical to close your employee and third-party security 
gaps.

Identity Lifecycle Tools for Your Entire Workforce

Session 3 @ 12:30 - Domtoren 5
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Robert Byrne

Robert Byrne, IAM Strategist, One Identity

It is known that organizations considered to be “in compliance” nevertheless suffer significant cybersecurity 
incidents.  In this session we will review some of the reasons for this paradox and strategies to resolve it. In 
particular we will focus on the role of identities and users and especially privileged accounts which are the 
number one target of cyberattacks. Why? With these accounts’/users’ extensive access, hackers can use 
them to do the most harm to your organization. So, here’s the question: How confident are you that your 
most privileged users are safe and under control?

Join us to discover:

• Current security risks and trends
• How to mitigate the security exposure to protect the most sensitive accesses in your IT landscape
• Why privileged accounts and users must be governed properly

Why traditional IAM strategies are failing in the modern threat Landscape

Session 3 @ 12:30 - Domtoren 4

13:15 (CEST) Networking Lunch Served in the Exhibition Area

14:00 (CEST) The Conference Chair Introduces Session Four

Robert Garskamp

Robert Garskamp, Founder, IDnext Association

14:05 (CEST) How to Secure Your Digital Identity

Alex Fagioli

Alex Fagioli, Chief Executive Officer, Intragen
• Aligning and synergising an IAM program with your organisation’s own mission and approach
• Implementation and deployment acceleration
• Identity Management as-a-Service in a hybrid cloud world

14:20 (CEST) Extraordinary User-Experiences in Identity: Unattainable or a match made in heaven?

Mehmet Yaliman

Mehmet Yaliman, Senior Solutions Architect, Ping Identity
We live in an era where everyone uses many (web-) applications and often suffers from time consuming, complex registration, 
authentication and further identity processes. This leads to unhappy users, which will start looking for alternatives making their 
lives easier, or for the very least not more challenging.

Are extraordinary User-Experiences really unattainable?

There are dozens of Vendors on the market, each with their own approach. These approaches frequently don’t fit the vision, 
or require costly adjustments to do so. These adjustments can limit the flexibility and agility immensely, making the eventual 
solution very fragile and rigid.

Another alternative is to introduce an orchestration platform, which makes it possible to combine vision and technology through 
low-/no-code integrations. These platforms enable extraordinary, future oriented, heavenly user experiences in identity.

14:35 (CEST) Are you in Firm Control of your External Identities?

Sicko van der Brug 
RE RA

Jos Groenewegen

Sicko van der Brug RE RA, Productowner IAM, Jumbo Supermarkten
Jos Groenewegen, CTO, The Identity Managers
As an organization, you’re in firm control: your employees’ digital identities are in the HRM system, and they’re given the correct 
roles, rights, and access to the IT environment through the Identity and Access Management solution. But does it work the same 
way if you use external help?

In many organizations we see that it is difficult to process data from these external identities in an efficient, secure, and 
controlled way. Can you manage the entire lifecycle of those identities?

Together with our customer Jumbo Supermarkten we tell you all about the challenges in managing and controlling the data of 
external identities.

• IAM and external identities, how Jumbo gets control
• External identities in general, how do you manage these
• 5 steps to get in control of your external identities

15:50 (CEST) Power of the Platform – Identity & Access Governance on ServiceNow

 
Jacob Mareen

Jacob Mareen, Senior Manager – Digital Risk Management & Assurance, KPMG 
IAM market insights, maturity and managing client expectations Convergence of IAM ServiceNow capabilities and managing 
IAM in a bigger picture A Platform-Powered approach to IGA.

15:05 (CEST) Questions to the Panel of Speakers

15:20 (CEST) Afternoon Networking and Refreshments served in the Exhibition Area

programme @ IDM
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Chris Butchart

Chris Butchart, Solutions Engineer, BeyondTrust

Ransomware shows no signs of abating. Digital transformation, expanding cloud deployments, and 
increased remote work are all bolstering the Ransomware Attack Chain, creating new planes of privileges 
for ransomware to exploit. 

Breaking the chain is more vital than ever. Despite this, organizations continue to mishandle projects, 
leaving themselves at significant risk of attack. 

Following the overview on the main stage, join Chris Butchart as he takes a deeper dive into exploring how 
to break the chain with PAM.

Ransomware: What You’re Up Against & How to Defend with PAM

Session 3 @ 12:30 - Oudegracht 5



15:45 (CEST) The Conference Chair Introduces Session Five

Robert Garskamp

Robert Garskamp, Founder, IDnext Association

15:50 (CEST)
Insurance Industry Case Study from PIB Insurance: How Zero Trust is Empowering 
Company Growth 

 
Mark Edge

Mark Edge, Director Northern Europe, Cyolo 
This session will look at how PIB Insurance moved to an identity-based zero trust access architecture to reduce their attack 
surface and improve their security posture, while simultaneously enabling the business to grow rapidly from 60 to over 2500 
employees in a very short window, simplifying architectures, improving agility and efficiency and realising substantial cost 
savings along the way.

16:05 (CEST) Building a PAM positive mindset: From concept to implementation

 
Patricia Sousa Lara

Patricia Sousa Lara, Senior IAM Manager, Firmenich
For many organisations, privileged access management tends to be viewed as creating barriers and maintaining limitations 
imposed upon them by an outside authority due to regulatory requirements.

It is for these reasons that PAM is viewed not as a positive feature of an organisation’s IAM investment strategy which 
complements its overall capabilities, but as a burdensome cost to the business. Many employees view it as simply another layer 
of control limiting their productive capacity.

We address, why PAM should be viewed as an instrument that can help pave a path to a more resilient, reliable, and robust future 
for the business.

Ensuring everyone has access to the right systems and data is critical for security and compliance.

16:20 (CEST) CIAM post-covid: How to better secure the virtualised enterprise for all

 
Stephen Amolo

Stephen Amolo, Cyber Security Engineer – Identity and Access Management, Luxembourg Institute of 
Science and Technology
In the post-COVID-19 era, IAM has become more critical than ever.

As businesses try to cope with the aftershocks and permanent changes brought about by the pandemic by adopting new cloud 
technologies, they now face a huge increase in users to manage as well.

Meanwhile, according to a recent poll, an average of 67 per cent of respondents expect the future of work to be a hybrid 
arrangement that mixes office, onsite and remote working — meaning that employees, where possible, will want the flexibility to 
choose to work wherever they want.

So, what does this ‘’new normal’’ mean for IAM practitioners?

16:35 (CEST) Questions to the Panel of Speakers

16:50 (CEST) Closing Remarks from the Conference Chair

Robert Garskamp

Robert Garskamp, Founder, IDnext Association

17:00 (CEST) Conference Closes, Delegates Depart

programme @ IDM
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BeyondTrust is the worldwide leader in intelligent identity and access security, empowering organizations to protect identities, 
stop threats, and deliver dynamic access to empower and secure a work-from-anywhere world. Our integrated products and 
platform offer the industry’s most advanced privileged access management (PAM) solution, enabling organizations to quickly 
shrink their attack surface across traditional, cloud and hybrid environments. With a heritage of innovation and a staunch 
commitment to customers, BeyondTrust solutions are easy to deploy, manage, and scale as businesses evolve. We are trusted by 
20,000 customers, including 75 of the Fortune 100, and a global partner network. www.beyondtrust.com

PLATINUM SPONSORS

BEYOND TRUST
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SILVER PLUS SPONSORS

Clear Skye is the only cloud-native identity security and governance solution built natively on ServiceNow. Clear Skye places 
identity at the center of your enterprise’s security efforts to make a range of critical business processes more effective, enhances 
your security and risk strategy, and raises platform value. www.clearskye.com

CLEAR SKYE

GOLD SPONSORS
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Delinea is a leading provider of privileged access management (PAM) solutions that make security seamless for the modern, 
hybrid enterprise. Our solutions empower organizations to secure critical data, devices, code, and cloud infrastructure to help 
reduce risk, ensure compliance, and simplify security. Delinea removes complexity and defines the boundaries of access for 
thousands of customers worldwide, including over half of the Fortune 100. Our customers range from small businesses to the 
world’s largest financial institutions, intelligence agencies, and critical infrastructure companies. www.delinea.com

DELINEA

ForgeRock®, (NYSE: FORG) is a global leader in digital identity that delivers modern and comprehensive identity and access management 
solutions for consumers, employees, and things to simply and safely access the connected world. Using ForgeRock, more than 1,300 global 
customer organizations orchestrate, manage, and secure the complete lifecycle of identities from dynamic access controls, governance, 
APIs, and storing authoritative data – consumable in any cloud or hybrid environment. The company is headquartered in San Francisco, 
California, with offices around the world. For more information and free downloads, visit www.forgerock.com

FORGEROCK

Intragen’s mission is to protect your organisation by securing your digital identity and preventing unauthorised access. Intragen 
is made up of a team of IAM experts delivering solutions and services, including: Advanced Business Consulting – ensure that the 
solution is compatible with your organisation’s mission. World Class Professional Services – advice and implementation utilising 
state-of-the-art deployment acceleration tools. Identity Management as a Service – trust Intragen’s team to deliver and maintain 
your solution. Intragen’s One Identity-based solutions and services are supported by the market-leading functionality of Intra1, 
developed to accelerate implementation and reduce project risk and cost. www.intragen.com

INTRAGEN

Omada, a global market leader in Identity Governance and Administration (IGA), offers a full-featured, enterprise-grade, cloud native 
IGA solution that enables organizations to achieve compliance, reduce risk, and maximize efficiency. Founded in 2000, Omada 
delivers innovative identity management to complex hybrid environments based on our proven best practice process framework and 
deployment approach. To ensure a successful IGA deployment, Omada provides an Identity Cloud Accelerator package that provides 
a reliable starting point for IGA projects with a standardized implementation approach for deployment, best-practice framework for 
process design, and training for efficient user adoption which organizations can deploy in 12 weeks. www.omadaidentity.com

OMADA

Ping Identity is pioneering Intelligent Identity. We help enterprises achieve Zero Trust identity-defined security and more 
personalized, streamlined user experiences. The Ping Intelligent Identity platform provides customers, employees and partners with 
access to cloud, mobile, SaaS and on-premises applications and APIs, while also managing identity and profile data at scale. Over 
half of the Fortune 100 choose us for our identity expertise, open standards leadership, and partnership with leading companies. We 
provide flexible options to extend hybrid IT environments and accelerate digital business initiatives with multi-factor authentication, 
single sign-on, access management, intelligent API security, directory and data governance capabilities. www.pingidentity.com

PING IDENTITY

We are a community of solvers combining human ingenuity, experience and technology innovation to deliver sustained outcomes 
and build trust. We provide best-in-class solutions, for all the IAM-related challenges of your online business, such as: secure 
transactions, personalized engagement, seamless customer experiences, trusted access, smart authentication and cost efficient 
access risk management. PwC is one of the largest providers of business services in the world. With more than 325,000 people 
in 157 countries. Our clients include enterprises and foundations in all sectors, from small not-for-profit organizations to large 
multinational companies, but also local public bodies varying from municipalities to ministries. www.pwc.nl

PWC

SailPoint is the leading provider of identity security for the modern enterprise, empowering organisations worldwide to put 
identity security at the core of their business. With a foundation of artificial intelligence and machine learning, SailPoint identity 
security delivers the right access to the right identities and resources at the right time. www.sailpoint.com

SAILPOINT

BeyondTrust is the worldwide leader in intelligent identity and access security, empowering organizations to protect identities, 
stop threats, and deliver dynamic access to empower and secure a work-from-anywhere world. Our integrated products and 
platform offer the industry’s most advanced privileged access management (PAM) solution, enabling organizations to quickly 
shrink their attack surface across traditional, cloud and hybrid environments. With a heritage of innovation and a staunch 
commitment to customers, BeyondTrust solutions are easy to deploy, manage, and scale as businesses evolve. We are trusted by 
20,000 customers, including 75 of the Fortune 100, and a global partner network. www.beyondtrust.com

BEYOND TRUST

ForgeRock®, (NYSE: FORG) is a global leader in digital identity that delivers modern and comprehensive identity and access management 
solutions for consumers, employees, and things to simply and safely access the connected world. Using ForgeRock, more than 1,300 global 
customer organizations orchestrate, manage, and secure the complete lifecycle of identities from dynamic access controls, governance, 
APIs, and storing authoritative data – consumable in any cloud or hybrid environment. The company is headquartered in San Francisco, 
California, with offices around the world. For more information and free downloads, visit www.forgerock.com

FORGEROCK

Okta is the leading independent identity provider. The Okta Identity Cloud enables organisations to securely connect the right people to 
the right technologies at the right time. We provide simple and secure access to people and organisations everywhere, giving them the 
confidence to reach their full potential. www.okta.com

OKTA

One Identity helps organizations establish an identity-centric security strategy. Our identity and access management (IAM) portfolio, 
including identity governance, AD-centered IAM, privileged access management and identity SaaS solutions. www.oneidentity.com

ONE IDENTITY

Saviynt’s cloud-built identity and access governance platform helps modern enterprises scale cloud initiatives and solve the 
toughest security and compliance challenges in record time. Saviynt brings together identity governance, granular application 
access, cloud security, and privileged access to secure the entire business ecosystem and provide a frictionless user experience.. 
www.saviynt.com

SAVIYNT

With its next-generation zero trust network access solution (ZTNA 2.0), Cyolo helps organizations in the IT and OT spaces connect 
their users seamlessly and securely to applications, files, servers, and desktops from any device on their local network or in the 
cloud. To learn more, visit www.cyolo.io

CYOLO

The Identity Managers is a Dutch company that specialises in Identity & Access Management (business) consultancy, 
implementation and management of One Identity and Okta software. We distinguish ourselves through our practical approach, a 
strong combination of business consultancy and the ability to deliver the technical implementation. In addition to implementing 
and managing IAM solutions, we have developed the iD Veritas platform. Often organisations work with external employees 
in addition to their own workforce (on the payroll). Managing the on- and offboarding process for these external employees in 
an efficient, secure, and controlled manner, seems to be a challenging and leads to multiple points of friction. The iD Veritas 
platform offers a security-by-design architecture and a purpose-build solution for this challenge, by which organisations become 
fully in control of the entire life cycle of these external identities. Through a seamless connection to the existing Identity and 
Access Management solution of these organisations, the correct access and access rights will be (de)provisioned for the external 
identities. A unique feature of the iD Veritas platform is the option to delegate the administrative data management for the 
external identities, to the suppliers of these external employees. www.identitymanagers.nl

THE IDENTITY MANAGERS
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CyberIAM is a leading Identity Access and Privileged Management Services Company. We provide the expertise needed for 
the design and implementation of complex Identity and Access Management (IAM) and Privileged Access Management (PAM) 
systems. Working closely with leading IAM/PAM vendors on delivery and management of their solutions into large organisations, 
we provide Professional, Expert, Managed, Advisory and 24/7 Support Services. We have helped deliver, support and upgrade 
some of the largest PAM and IAM projects globally. www.cyberiam.com

CYBERIAM

ideiio is a world leader in the provision of identity, access management and governance software. As a SaaS solution, ideiio allows 
organisations to automate the management of employees as they join, move departments and leave the organisation. In doing 
this ideiio makes sure that employees have the right access to systems that they need to fulfil their role at the right time and 
importantly don’t have access to systems outside of the scope of their role. www.ideiio.com

IDEIIO
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OneWelcome is the leading European provider of cloud-based identity and access management (IAM) for external user groups. 
Its IAM platform enables organisations to provide external identities with secure and easy access to their online services and apps. 
Over 80 million people use the OneWelcome Cloud Identity platform every day. www.onewelcome.com

ONEWELCOME

RSA is the trusted identity platform for 13,000 organizations around the world, managing 50 million identities and providing 
secure, convenient access to 30 million users. RSA empowers organizations to thrive in a digital world, with complete capabilities 
for modern authentication, lifecycle management and identity governance. www.rsa.com

RSA

SecZetta provides third-party identity risk solutions that enable organizations to execute risk-based identity access and 
lifecycle strategies for diverse non-employee populations. Our solutions are purpose-built to manage the dynamic relationships 
organizations have with non-employees in an easy-to-use application that helps facilitate operational strategies, support 
regulatory compliance, and reduce third-party risk.. www.seczetta.com

SECZETTA

Senhasegura is a global Privileged Access Management vendor. Our mission is to eliminate privilege abuse in organizations 
around the globe and build digital sovereignty. To accomplish this, Senhasegura works against data theft through the traceability 
of privileged actions of both human and machine identities on assets such as network devices, servers, databases, and DevOps 
environments. www.senhasegura.com

SENHASEGURA

Traxion, part of the Swiss IT Security Group, is your partner in Identity Management as part of our Information Security portfolio. 
With our strategic, tactical and operational consultancy and services we work together with our clients towards robust and flexible 
solutions. From consulting, assessment, to design and implementation. Let’s meet! www.traxion.com

TRAXION

We build trust between your company and your customers, employees and business partners. Improve your company’s digital 
maturity to gain new customers, increase customer engagement and grow revenue. Our end-to-end IAM solution bridges 
cybersecurity and user experience throughout the complete customer journey. As a European company, we highly value data 
privacy and comply with local regulations. www.trustbuilder.com

TRUSTBUILDER

BRONZE SPONSORS

The Akeyless Vault Platform is a SaaS-based solution for Secrets Management that enables organizations to centrally manage 
credentials, certificates, and keys for humans and workloads, and accelerate DevOps workflows. Using a patented, FIPS 140-2 
certified, KMS technology (Akeyless DFC), users keep full custody of their keys. www.akeyless.io

AKEYLESS

Traxion is an Information Security company with focus 
Identity, operating in Europe (DACH and the Benelux 
region) specialized in Identity & Access Management.

One of Traxion’s most important assets is knowledge, 
gained through years of experience, constantly 
maintained through specialist training courses and 
always with an eye for future developments and 
challenges. Our specialists achieve successful projects in 
a broad range of – often complex – national and inter/
multi-national organizations. 

Since 2021 Traxion has been part 
of the Swiss IT Security Group. As 
a leading group of companies in 
the Benelux, Germany, Austria and 
Switzerland we combine the expertise 
of our partners to offer our clients a 
comprehensive portfolio of security 
services. This unique combination 
in the areas of Information 
Security, Cybersecurity and various 
Infrastructure & Workplace services 
allows us to put the client’s interest 
fi rst in every situation.
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IDM europe
Identity Management
4 October 2022
Netherlands

#wmidm

CYBERGOV
National Cyber Security
Strategy Confex
18 October 2022
London

#wmcybergov

BDA uk
Big Data Analytics
9 November 2022
London

#wmbda

ESRM uk
Enterprise Security &
Risk Management
29 November 2022
London

#wmesrm

IDM uk
Identity Management
8 November 2022
London

#wmidm

ESRM uk
Enterprise Security &
Risk Management
23 March 2023
London

#wmesrm

BDA europe
Big Data Analytics
March 2023
Netherlands

#wmbda

CGOVSEC uk
Government IT  
Security Conference
24 May 2023
London

#wmgovsec

BDA uk
Big Data Analytics
14 June 2023 
London

#wmbda

IDM uk
Identity Management
15 June 2023
London

#wmidm

ECS uk
Enterprise Cyber
Security
26 September 2023
London

#wmecs

IDM europe
Identity Management
4 October 2023
Netherlands

#wmidm

IDM dach
Identity Management
June 2023
Germany

#wmidm

CYBERGOV
National Cyber Security
Strategy Confex
18 October 2023
London

#wmcybergov

IDM uk
Identity Management
8 November 2023
London

#wmidm

BDA uk
Big Data Analytics
9 November 2023 
London

#wmbda

FOR ALL SPONSORSHIP ENQUIRIES PLEASE CONTACT OUR EVENT DIRECTOR 
Steve Richardson // +44 (0)161 667 3012 // +44 (0)7920 063158

steve.richardson@whitehallmedia.co.uk 
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